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REGULATION (EU) 2016/679 OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL of 27 
April 2016 on the protection of natural persons with regard to the processing of personal 
data and on the free movement of such data, and repealing Directive 95/46/EC (General 
Data Protection Regulation) 

https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R0679&from=EN 

Title of 
relevant sections 

Articles 8 and 12 and Recitals (38) and (58) of the GDPR 

 

Recital 38  Children merit specific protection with regard to their personal data, as they may be less 
aware of the risks, consequences and safeguards concerned and their rights in relation to 
the processing of personal data. Such specific protection should, in particular, apply to the 
use of personal data of children for the purposes of marketing or creating personality or 
user profiles and the collection of personal data with regard to children when using services 
offered directly to a child. The consent of the holder of parental responsibility should not be 
necessary in the context of preventive or counselling services offered directly to a child. 

Recital 58 The principle of transparency requires that any information addressed to the public or to 
the data subject be concise, easily accessible and easy to understand, and that clear and 
plain language and, additionally, where appropriate, visualisation be used. Such information 
could be provided in electronic form, for example, when addressed to the public, through a 
website. This is of particular relevance in situations where the proliferation of actors and the 
technological complexity of practice make it difficult for the data subject to know and 
understand whether, by whom and for what purpose personal data relating to him or her 
are being collected, such as in the case of online advertising. Given that children merit 
specific protection, any information and communication, where processing is addressed to a 
child, should be in such a clear and plain language that the child can easily understand. 

Article 8 

 

Conditions applicable to child's consent in relation to information society services 

1. Where point (a) of Article 6(1) applies, in relation to the offer of information society 
services directly to a child, the processing of the personal data of a child shall be lawful 
where the child is at least 16 years old. Where the child is below the age of 16 years, such 
processing shall be lawful only if and to the extent that consent is given or authorized by the 
holder of parental responsibility over the child. 

Member States may provide by law for a lower age for those purposes provided that such 
lower age is not below 13 years. 

2. The controller shall make reasonable efforts to verify in such cases that consent is given 
or authorised by the holder of parental responsibility over the child, taking into 
consideration available technology. 

3. Paragraph 1 shall not affect the general contract law of Member States such as the rules 
on the validity, formation or effect of a contract in relation to a child. 

Article 12 

 

Transparent information, communication and modalities for the exercise of the rights of the 
data subject 

1. The controller shall take appropriate measures to provide any information referred to in 
Articles 13 and 14 and any communication under Articles 15 to 22 and 34 relating to 
processing to the data subject in a concise, transparent, intelligible and easily accessible 
form, using clear and plain language, in particular for any information addressed specifically to 
a child. The information shall be provided in writing, or by other means, including, where 
appropriate, by electronic means. When requested by the data subject, the information may 
be provided orally, provided that the identity of the data subject is proven by other means. 

2. The controller shall facilitate the exercise of data subject rights under Articles 15 to 22. In 
the cases referred to in 



 

Article 11(2), the controller shall not refuse to act on the request of the data subject for 
exercising his or her rights under Articles 15 to 22, unless the controller demonstrates that 
it is not in a position to identify the data subject. 

3. The controller shall provide information on action taken on a request under Articles 15 to 
22 to the data subject without undue delay and in any event within one month of receipt of 
the request. That period may be extended by two further months where necessary, taking 
into account the complexity and number of the requests. The controller shall inform the 
data subject of any such extension within one month of receipt of the request, together with 
the reasons for the delay. Where the data subject makes the request by electronic form 
means, the information shall be provided by electronic means where possible, unless 
otherwise requested by the data subject. 

4. If the controller does not take action on the request of the data subject, the controller 
shall inform the data subject without delay and at the latest within one month of receipt of 
the request of the reasons for not taking action and on the possibility of lodging a complaint 
with a supervisory authority and seeking a judicial remedy. 

5. Information provided under Articles 13 and 14 and any communication and any actions 
taken under Articles 15 to 22 and 34 shall be provided free of charge. Where requests from 
a data subject are manifestly unfounded or excessive, in particular because of their 
repetitive character, the controller may either: 

(a) Charge a reasonable fee taking into account the administrative costs of providing the 
information or communication or taking the action requested; or 

(b) Refuse to act on the request. 

The controller shall bear the burden of demonstrating the manifestly unfounded or 
excessive character of the request. 

6. Without prejudice to Article 11, where the controller has reasonable doubts concerning 
the identity of the natural person making the request referred to in Articles 15 to 21, the 
controller may request the provision of additional information necessary to confirm the 
identity of the data subject. 

7. The information to be provided to data subjects pursuant to Articles 13 and 14 may be 
provided in combination with standardised icons in order to give in an easily visible, 
intelligible and clearly legible manner a meaningful overview of the intended processing. 
Where the icons are presented electronically they shall be machine-readable. 

8. The Commission shall be empowered to adopt delegated acts in accordance with Article 
92 for the purpose of determining the information to be presented by the icons and the 
procedures for providing standardised icons.  


